資訊安全宣導 【**113.9**】

|  |
| --- |
| **提防假冒政府機關發送之詐騙訊息**近期由於政府宣布將普發現金還稅於民，詐騙集團也利用此訊息發送釣魚簡訊進行詐騙。詐騙簡訊係以假冒政府機關名義，以快速領取現金為由，誘騙民眾點擊簡訊內的釣魚連結。提醒民眾若收到類似的釣魚簡訊或郵件，請務必特別留意，以免上當受騙而造成個資外洩或財物損失。TWCERT/CC也提供相關建議措施：1、政府機關不會以簡訊等方式，透過不明網址通知民眾領錢。2、不要因為好奇心而點擊不明簡訊的網址或連結，進入可疑網站不輸入個資、帳號密碼及金融資訊，更不要進行匯款。3、政府機關網站的網址首段會以https開頭，並以gov.tw結尾。4、建議民眾謹慎處理與個資或金錢相關之資訊，收到可疑簡訊可先撥打165反詐騙諮詢專線求證。5、若發現可疑網址，可至TWCERT/CC之[Phishing Check網路釣魚通報](https://phishingcheck.tw/)進行通報，TWCERT/CC確認後會協助釣魚網站下架服務。  資料來源：台灣電腦網路危機處理暨協調中心雲林縣西螺鎮公所政風室  |